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	Reason for change:
	SA2 has agreed S2-2313770. 

There is no separation of UE roles as "SL Reference UE" and "Target UE" in subscription in UDM.
 
According to S2-2313770, clause 5.8 the subscription information in the UDM contains the following :

The following subscription information is defined for Ranging/SL Positioning:
-	subscription for UE acting as Target UE.
-	subscription for UE acting as SL Reference Ueto perform Ranging/Sidelink Positioning over PC5.
-	subscription for UE acting as Located UE. 


	
	

	Summary of change:
	This CR attempts to align with the updates in SA2 S2-2313770.

There is no separation of UE roles as "SL Reference UE" and "Target UE" in subscription in UDM.

Only UE role authorization can be done when UE is acting as a Located UE via the UDM in order to determine whether the UE is allowed to act as a Located UE.

	
	

	Consequences if not approved:
	SA3 specification is not aligned with SA2 specification.
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[bookmark: _Toc106364520][bookmark: _Toc122102897][bookmark: _Toc106364533][bookmark: _Toc114242857]**** START OF CHANGE ****

[bookmark: _Toc145059218][bookmark: _Toc153459161]4.2.1	Functional entities
[bookmark: _Toc145059219][bookmark: _Toc153459162]4.2.1.1	SideLink Positioning Key Management Function
The SideLink Positioning Key Management Function (SLPKMF) is the logical function handling network related operations required for generation and provisioning of security materials used for Ranging/SL positioning services. The SLPKMF has the similar functionalities as those of 5G Prose Key Management Function (PKMF) specified in TS 33.503 [6] and can be a standalone entity or collocated with 5G PKMF. In addition to the functionalities supported by 5G PKMF, the SLPKMF shall support the following functions:
-	Support key management for secure unicast direct link establishment between the UEs for Ranging/SL Positioning services provided by network.
-	Support UE role authorization via the UDM in order to determine whether UE is to be allowed to perform Ranging/Sidelink Positioning over PC5.
-	Support UE role authorization when acting as a Located UE via the UDM in order to determine whether the UE is allowed to act as a Located UE.
Support key management for protection of SLPP signalling broadcast/groupcast.
The address of SLPKMF can be preconfigured on the UE or provisioned by the PCF to the UE.

**** NEXT CHANGE ****
[bookmark: _Toc145059235][bookmark: _Toc153459179][bookmark: _Toc145059238][bookmark: _Toc153459182]6.3	Authorization for Ranging/SL positioning service
[bookmark: _Toc145059236][bookmark: _Toc153459180]6.3.1	General
According to clause 4.1 of TS 23.586 [2], a UE capable of Ranging/SL Positioning may take different roles in various Ranging/SL Positioning operations. Each of the UEs in a Ranging/SL Positioning service acts in its own authorized role. The UE shall follow the policy/parameters defined in clause 5.1 of TS 23.586 [2] for authorization with the network. TS 23.586 [2] clause 5.6 also specifies that Ranging/SL Positioning service can be exposed to an authorized SL Positioning Client UE, 5GC NF or AF or LCS client to obtain the relative or absolution distance/direction result between two UEs capable of Ranging/SL positioning.
This clause specifies the authorization requirements and procedures for the operations in Ranging/SL positioning services wherever authorization or privacy check is required.
[bookmark: _Toc145059237][bookmark: _Toc153459181]6.3.2	Authorization requirements
The 5G system shall support the authorization of the UE to determine whether the UE is allowed to perform Ranging/Sidelink Positioning over PC5.
The 5G system shall support the authorization of the role of the UE when claiming the role of a Located UE in order to determine whether the UE is allowed to act as a Located UE (e.g. as a Target UE/SL Reference UE/SL Positioning Server UE/Located UE) in a Ranging/Sidelink Positioning service.
The 5G system shall support authorization of the UE for Ranging/SL positioning communication in unicast mode, broadcast/groupcast mode.
The 5G system shall support authorization of the AF, 5GC NF, LCS Client or SL Positioning Client UE for Ranging/SL Positioning service exposure.
The 5G system shall support privacy protection of the to-be-measured UEs for Ranging/SL Positioning service exposure.
6.3.3	Procedures of UE role authorization during discovery
According to TS 23.586 [2] clause 5.2, the role of the UE is included in discovery messages for 5G ProSe capable UEs and included in unicast link establishment messages for V2X capable UEs.
For ProSe capable UEs, before claiming its role to the peer UE(s) in the discovery message, the role of the claiming UE acting as a Located UE shall be authorized by the network. The UE role authorization shall be performed via the SLPKMF through Discovery Key Request/Response messages during the security procedure for Ranging/SL positioning discovery as defined in clause 6.2.3. The authorization information used to check whether the UE is allowed to act the claimed role as a Located UE in a Ranging/SL positioning service is included in UE subscription data as specified in clause 5.8 of TS 23.586 [2]. The SLPKMF shall retrieve subscription information from the UDM for authorizing the role as Located UE when claimed by the UE. Only after successful authorization of the UE's role, the SLPKMF shall then generate and provision discovery security materials to the UE, which indicates the successful authorization of the UE role as a Located UE.
[bookmark: OLE_LINK6]If the UE claims its role to the peer UE(s) in DCR and DCA messages, the UE role authorization may be performed by the peer UE against its locally configured information, which can be provisioned by the application. If the UE role is not acceptable, the peer UE shall discard or reject the request directly.

**** NEXT CHANGE ****
[bookmark: _Toc145059265][bookmark: _Toc153459209]7.2.2	Nslpkmf_Discovery service
[bookmark: _Toc145059266][bookmark: _Toc153459210]7.2.2.1	Nslpkmf_Discovery_AnnounceAuthorize service operation
Service operation name: Nslpkmf_Discovery_AnnounceAuthorize.
Description: The consumer NF obtains the authorization from the SLPKMF for announcing in the PLMN.
Input, Required: User Info ID, Ranging/SL Positioning Application Identifier, UE Role.
Input, Optional: UE RoleNone.
Output, Required: Authorization result.
Output, Optional: None.
[bookmark: _Toc145059267][bookmark: _Toc153459211]7.2.2.2	Nslpkmf_Discovery_MonitorAuthorize service operation
Service operation name: Nslpkmf_Discovery_MonitorAuthorize.
Description: The consumer NF obtains the authorization from the SLPKMF for monitoring in the PLMN.
Input, Required: User Info ID, Ranging/SL Positioning Application Identifier, UE Role, PC5 UE security capability.
Input, Optional: UE RoleNone.
Output, Required: The chosen PC5 ciphering algorithm, discovery security materials.
Output, Optional: Discovery User Integrity Key (DUIK).
[bookmark: _Toc145059268][bookmark: _Toc153459212]7.2.2.3	Nslpkmf_Discovery_DiscoveryAuthorize service operation
Service operation name: Nslpkmf_Discovery_DiscoveryAuthorize.
Description: The consumer NF obtains the authorization from the SLPKMF for a discoverer UE in the PLMN to operate Model B restricted discovery.
Input, Required: User info ID, Ranging/SL Positioning Application Identifier, UE Role, PC5 UE security capability.
Input, Optional: UE RoleNone.
Output, Required: The chosen PC5 ciphering algorithm, discovery security materials.
Output, Optional: Discovery User Integrity Key (DUIK).

**** END OF CHANGE ****


